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 Do you have a Data Breach Response Plan? 

 D
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 If your business is online or international, have you considered if the GDPR applies to your business?  

 If so, does your privacy policy comply with the stricter requirements under the GDPR? 

 Do you have systems and processes in place to ensure your business can implement the additional 
GDPR obligations?

Tip:  Given the high penalties and international reach under the GDPR, it is worth seeking advice on 
whether the GDPR applies to your business and how your compliance stacks up. The GDPR 
obligations are much stricter than Australian privacy laws and require businesses to take additional 
steps to protect consumer data rights and control over their data.
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 How does your organisation report cyber security and data breach incidents to the Board, if at all?  

 Is there suf�cient funding for cyber security and data privacy compliance measures? 

 With human error the most common cause of cyber security and data breach incidents, are staff 
encouraged to disclose cyber security and data breach incidents to management and the board  
as part of the organisation’s culture? 

 Does the board often discuss cyber security trends and management of customer data? 

 D
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